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management philosophy relating to Baptist Health of its affiliates’ business practices for 
corporate purposes only.  Examples of Confidential Information include: 
i. Employee and Patient account and billing information, including but not limited to 

Social Security Numbers. 
ii. Employee and Patient medical information and records. 
iii. Patient and customer lists. 
iv. Individual rates of pay. 
v. Corporate financial long and short range strategies. 
vi. Financial information. 
vii. Payroll information.  
viii. Productivity measures. 
ix. Short and long range staffing plans. 
x. Managed care contract strategy and information. 
xi. Computer software and data ideas. 
xii. Magnetic, image and text electronic information. 
xiii. Trade secrets. 
xiv. Marketing and advertising methods. 
xv. Personal employee information, including but not limited addresses, telephone 

numbers, credit/debit card information, bank account information, benefit information, 
and Social Security Numbers. 

xvi. Network ID’s and passwords. 
b. Patient Information and Records: 

In order to protect patient information from inappropriate disclosure, employees are 
expected to: 
i. Limit their access to patient information to that required by their duties, permitted by 

law and authorized by Baptist Health;  
ii. Use only legitimate and authorized means to collect patient information and, 

whenever practical, obtain it directly from the patient; 
iii. Not release information concerning patients in drug and alcohol treatment programs 

and information regarding a patient's HIV status unless permitted to do so by laws 
and regulations which apply to this information;  

iv. Refrain from revealing any patient information unless supported by legitimate 
business or patient care purposes; as defined by Baptist Health;  

v. Not discuss health information about a patient with any person inside or outside 
Baptist Health unless it is in connection with an employee's work, is permitted by law 
and is authorized by Baptist Health; 

vi. Exercise discretion when discussing patient information by being aware of the work 
area surroundings and guarding against visitors and third parties needlessly 
overhearing patient health information; and 

vii. Refrain from removing or retrieving a patient medical record, or a copy of such 
record, from a designated storage facility or department without the authorization of a 
leader or other designated official.  

viii. Refrain from accessing confidential information for personal use or gain. 
c. Business Records: 

All business records of Baptist Health are proprietary and confidential. Therefore, 
employees will limit their access, use and disclosure of business information and 
business records to that required for employees to perform duties as an employee of 
Baptist Health.  Employees will not remove business or corporate records, or copies of 
such records, from any department without authorization of the department leader. 

 
2. Procedure: 

a. All employees are required to sign the Confidentiality and Non-Disclosure Agreement 
(Attachment A) at the time of hire or at the time of issue of this policy. 
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b. Leaders are responsible for ensuring that employees understand Baptist Health’s 
confidentiality policy.  The policy and expectations should be discussed regularly in staff 
meetings. 

c. If an employee becomes aware of a violation of this policy, he/she must report the 
incident immediately to the department leader or the Chief Privacy Officer or may 
anonymously report to the HIPAA Hotline at 786-596-8850. 

 
 
SUPPORTING/REFERENCE DOCUMENTATION:  

• N/A 
 
 
RELATED PROCEDURES AND ASSOCIATED FORMS:  

• Attachment A:  Confidentiality and Non-Disclosure Agreement  
 
 
ENFORCEMENT & SANCTIONS: 
Violation of this policy may lead to disciplinary action, up to and including termination of 
employment. 
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